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Compliance Component
 OCIO EA Reference Model Classification

	Definition

	Name
	OCIO EA Reference Model Classification

	Description
	Reference Model Classification identifies how artifacts are classified using the California Enterprise Architecture (CEA) reference models. The reference model classification identifies the function (e.g. database, middleware) within the enterprise architecture.

The CEA architecture framework is used to classify all architecture artifacts. The CEA is constructed through a collection of interrelated “reference models”.

	Rationale
	The combination of CEA architecture framework classification and relationships between the enterprise architecture artifacts must provide the relationships needed to manage the baseline architecture, target architecture, and migration planning.

	Benefits
	· Designed to facilitate cross-agency analysis and the identification of duplicative investments, gaps, and opportunities for collaboration within and across agencies.

· Reduce integration and development costs through interoperability and reuse.

	Component Classification

	Classification
	□ Emerging                 X Current               □ Twilight                □ Sunset

	Sunset Date
	

	Rationale for Classification
	This compliance component impacts all reference models and provides guidance on when to use each reference model (e.g. CalBRM, SRM, TRM, and DRM).

	Associated Reference Model

	Reference Model
	Level 1
	Level 2
	Level 3

	All
	All
	All
	All

	Keywords

	Keywords/Aliases
	Framework, Classification, CalBRM, TRM, SRM, DRM

	Compliance Component Type

	Component Type
	□ Guideline                 X Standard              □ Legislation               

	Compliance Detail

	Statement
	Framework classification guidelines:
1. Enterprise artifacts can be classified to any level within a reference model (e.g. Software Engineering (Level 2), Modeling (Level 3)).

2. Enterprise artifacts can be classified to multiple reference model elements (e.g. Microsoft Access can be classified as a database and reporting tool).
3. Business Architecture Components are classified by California Business Reference Model (CalBRM).

4. Gap components are not classified by framework classification, but contain relationships to other architecture entities that indirectly provide this classification.
5. Process components are classified by CalBRM.
6. Information Meta Components are classified by Data Reference Model (DRM) and related to the Process Components.
7. Solution Sets can be business, infrastructure, or application.

a. Business solution sets (e.g. business process patterns) are classified by CalBRM or Service Component Reference Model (SRM).
b. Application solution sets (e.g. reusable business components or reusable application infrastructure) are classified by SRM or Technical Reference Model (TRM).

c. Infrastructure solution sets are classified by TRM.
8. Product components can be software, hardware or protocol.
a. Business software is not classified using the framework, but contains relationships to Process Components that indirectly provide this classification.

b. Reusable components which include business systems, subsystems, services, are classified by the SRM.

c. Infrastructure, network, platform and equipment not directly used by the user are classified by the TRM.
9. Compliance components that include guidelines, standards, and legislation are either:

a. Classified by any reference model that is appropriate for the topic (e.g. HIPAA associated with health and security).

b. Not classified by framework classification, but contain relationships to other architecture entities that indirectly provide this classification.

	Source Reference (1)
	The following is an overview of the CEA framework:
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• Lines of Business

• Agencies, customers, partners

Service Component Reference Model (SRM)

• Service domains, service types
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• Service component interfaces, interoperability
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Data Reference Model (DRM)

• Business-focused data standardization 

• Cross-agency information exchanges
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• Inputs, outputs, and outcomes

• Uniquely tailored performance indicators
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The Business Reference Model provides an organized, hierarchical construct for describing the day-to-day business operations of the Federal government. While many models exist for describing organizations - org charts, location maps, etc. - this model presents the business using a functionally driven approach. The Lines of Business and Sub-functions that comprise the BRM represent a departure from previous models of that use antiquated, stove-piped, agency-oriented frameworks. The BRM is the first layer of the California Enterprise Architecture and it is the main viewpoint for the analysis of data, service components and technology.

The Service Component Reference Model (SRM) is a business and performance-driven, functional framework that classifies Service Components with respect to how they support business and/or performance objectives.

The SRM is intended for use to support the discovery of government-wide business and application Service Components in IT investments and assets. The SRM is structured across horizontal and vertical service domains that, independent of the business functions, can provide a leverage-able foundation to support the reuse of applications, application capabilities, components, and business services.

The TRM is a component-driven, technical framework used to categorize the standards, specifications, and technologies that support and enable the delivery of service components and capabilities.

The Technical Reference Model (TRM) provides a foundation to categorize the standards, specifications, and technologies to support the construction, delivery, and exchange of business and application components (Service Components) that may be used and leveraged in a Component-Based or Service-Oriented Architecture. The TRM unifies existing Agency TRMs and E-Gov guidance by providing a foundation to advance the re-use of technology and component services from a government-wide perspective.

	Source Reference (2)
	NASCIO defines the following types of architecture entity types:

· Business Architecture Component - Elements of the Business Architecture Blueprint that specifically identify what information, service, location/logistics, organizational roles/responsibilities, and strategies will be used for the implementation of the Business Domain.
· Process Component – Define the business functional processes and delineate the relationship of the data element concepts to the processes. Information Architecture Process Components specifically identify the business domain and/or information subject area that relate to each business process and the information, business rules, and organizational roles/responsibilities that are part of the process. 

· Information Meta Component – Serve to identify and define the shared information. The Information Meta Components are first identified as Data Elements or Data Element Concepts. These are refined into the Logical and Physical Layers of the Information Architecture.
· Compliance Component - Identify guidelines, standards, and legislative mandates associated with a Discipline, Technology Areas, and/or Product Components.
· Product Component - Includes the protocols, products (families) and configurations that are specific to a technology area.
· Solution Set - The combination of the scope, requirements, design specifications, and logical models that define the solution.
· Gap Component – A gap is the difference between the "baseline" environment and the "target" environment. A gap component resides as a component of the Gap Analysis and Migration Plan. Contributions to the Gap Component come from Business, Information, Solutions, and Technology architectures. 

	Source Reference (3)
	CEA Reference Model Mapping Quick Guide (FY10 Budget Preparation)

This document describes the mapping of IT investments to the CEA reference model:

· An IT investment must be mapped to either the BRM or SRM. The primary mapping should be the line of business and sub-function (BRM) or the service type and service component (SRM).
· IT investments are mapped to the CEA reference models to identify collaboration opportunities.

· Service Component Reference Model (SRM) is a common framework and vocabulary used for characterizing the IT and business components collectively comprising an IT investment. The SRM helps agencies rapidly assemble IT solutions through the sharing and re-use of business and IT components. A component is a self-contained process, service, or IT capability with pre-determined functionality that may be exposed through a business or technology interface.

· Primary CEA Mapping is the identification of the primary function or service this IT investment supports. 

· For the Agency or department ITCP, investments should identify a primary mapping to either the BRM (Line of Business and associated sub-function) or the SRM (Service Type and associated Component). 

· Only one primary CEA mapping should be provided for each investment.

· A BRM mapping should be used if the investment primarily supports a functional area.

· If the investment primarily provides a service cross-cutting multiple functional areas, the SRM mapping should be provided.

· BRM lines of business and sub-functions in the Mode of Delivery business area are not valid at primary CEA mappings.

	Standards Organization
	www.nascio.org ; http://www.whitehouse.gov/omb/egov/a-1-fea.html 
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