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[bookmark: _Toc451264736]Planning (PL)
This document emphasizes 3 of the 9 controls within Planning (PL).
[bookmark: _Toc451264737]PL-2	System Security Plan
Your organization develops and implements a security plan for the information system that provides an overview of the security requirements for the system and a description of the security controls in place or planned for meeting those requirements. Designated officials review and approve the security plan.
Refer to Step 3 - System Specific Security Controls (In-depth Security Controls) for more detailed definitions on the following System Security Plan sub controls. Although System Security Plan PL-2 contains a total of 3 sub controls, Step 3 will only define 1 of them.
· PL-2 (3) System Security Plan | Plan / Coordinate With Other Organizational Entities

PL-2 Baseline Allocation Control Recommendations:


Determine the security level for the Baseline Allocation utilizing a low, medium, or high prioritization matrix.

[bookmark: _Toc451264738]PL-4	Rules of Behavior

Your organization establishes and makes readily available to all information system users a set of rules that describes their responsibilities and expected behavior with regard to system usage.  Your organization receives signed acknowledgement from users indicating that they have read, understand, and agree to abide by the rules of behavior before authorizing their access to the information system.  Electronic signatures are acceptable for use in acknowledging rules of behavior.  Repeat the process when you revise or update the rules of behavior. 

Refer to Step 3 - System Specific Security Controls (In-depth Security Controls) for more detailed definitions on the following Rules of Behavior sub controls. Although Rules of Behavior PL-4 contains a total of 1 sub controls, Step 3 will only define 1 of them.
· PL-4 (1) Rules of Behavior | Social Media and Networking Restrictions

PL-4 Baseline Allocation Control Recommendations:


Determine the security level for the Baseline Allocation utilizing a low, medium, or high prioritization matrix.


[bookmark: _Toc451264739]PL-8	Information Security Architecture
[bookmark: _GoBack]Your organization develops information security architecture for the information system that describes the overall philosophy, requirements, and approach for protecting the confidentiality, integrity, and availability of its information.  It further describes how the information security architecture integrates into and supports the enterprise architecture. It also describes any information security assumptions about and dependencies on external services.

Your organization reviews and updates the information security architecture regularly to reflect updates in the enterprise architecture.

Lastly, your organization includes planned information security architecture changes in its security plan, the security Concept of Operations (CONOPS), and organizational procurements/acquisitions.


Step 3 - System Specific Security Controls (In-depth Security Controls) references no sub controls for PL-8.

PL-8 Baseline Allocation Control Recommendations:

Determine the security level for the Baseline Allocation utilizing a low, medium, or high prioritization matrix.
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